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Controller of Defence Accounts(Army)

बलल ल्िडयर परररसर, आययध परथ, मलरठ छक्षा्यनी 250001

Belvedere Complex, Ayudh Path, Meerut Cantt-250001
 

Important Circular

(through website)
No. IT&S/III/Cyber Security/2023                                                          Date: 19/09/2023
 
To
               All sections of Main Office
               All sub-offices under the aegis of CDA (Army) Meerut
 
Sub:      Blocking of Malicious Domains - reg.
 
 

               A URL (Uniform Resource Locator) or 'web address' is a unique identifier used

to locate a resource (web pages, images, sound files, etc.) on the Internet. One of the multiple

parts in a URL is Domain Name, which is a unique reference that represents a web page. ".in"

is the Internet country code Top Level Domain for India. Visiting a URL with ".in" domain

inspires confidence among users about the legitimacy of the website. However, it has come to

the fore that cyber criminals are using a few such websites to dupe users and to launch 'spear

phishing' attacks for sensitive information.
 

               Keeping  in  view  the  above,  a  copy  of  HQrs  Office  letter  No.

Mech/IT&S/810/Cyber Security/Misc dated 04.09.2023 is hereby forwarded for information

and strict compliance.
 

               This is issued with the approval of GO (IT&S).
 
 
Encl:    As stated above.
 
 

NAVEEN PRAKASH, SAO(IT&S)-NAVEENP, IT&S-ARMY
SENIOR ACCOUNTS OFFICER
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