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Controller of Defence Accounts(Army)
deafeax qfER, sy Tv, A%E Yranl-250001

Belvedere Complex, Ayudh Path, Meerut Cantt-250001

Important Circular
(Through Website)

No. IT&S/III/Cyber Security/2024 Date: 07.02.2024

To

All sections of Main Office
All sub offices under CDA (Army) Meerut

Sub: Advisory regarding Cyber Attack attempts at MoD by PIOs.

It has come to notice that cyber attacks are being mounted by Pak
Intelligence ~ Operatives  (PIOs)  on  various  sensitive  Indian
installations/departments. In regard to the above, a copy of HQrs Office letter
No. Mech/IT&S/810/Cyber Security/Misc dated 24.01.2024 is hereby

forwarded for cognizance of all officers and staff.

Issued with the approval of GO (IT&S).

Encl: As stated above.
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sq294  Controller General of Defence Accounts '
Ulan Batar Road, Palam, Delhi Cantt.- 110010
(IT&S Wing)
Phone: 011-25665588 = Fax: 011-25675030 email:cgdanewdelhi@nic.in
No. Mech/ IT&S/810/Cyber Security/Misc ~ Circular ' Date: 24/01/2024 .

To

All PCsDA/CsDA/PrIFA/IFA
(through DAD WAN)

Sub: Advisory: Cyber Attack attempt at MoD by PIOs.

It has been informed by some reliable sources that Pak Intelligence Operatives(PIOs)
based in Pakistan and elsewhere, continue to ferret out strategic, sensitive and tactical:
information using pseudonymous, calls as modus operandi. They have stepped up efforts to
mount cyber attacks on various sensitive installations/departments, by sending malicious files
through email. These files disguised as legitimate documents contain embedded malyare. ‘

2. This is for your kind information, to make your concerned staff/officjals [vigilant

against such practices & to take prompt actions against any such attack.

: urendran)
Sr. ACGDA (IT&S)



